1 FISE Scenario Mapping

1.1 Incremental Scenarios 

· Mobile devices primary means for Internet access
· Creation, combination, sharing and publication of content can be done by anyone
· All devices (electronic, electrical, mechanical, biological) are connected to the Internet

	
	Scenario
	Functional Description

	CIT-INC 
	Sofia studies History of Art in a local university and she has an assignment on “The effect of the Oscar Awards in the modern culture”. Her friends have invented her to the countryside for the weekend and she has decided to accept their offer; a few days away of the city could be inspiring. While she is in the train, she checks her e-mails via her mobile phone. She has one e-mail from professor Smith where he asks her if she knows any site with a brief overview of the history of the Oscar Awards, because he is looking for a specific piece of information. Sofia remembers that she had found a very interesting site while she was searching for her assignment. She checks her bookmarks and sends him back the URL. For the rest of the journey she admires the landscape outside of the window and checks the local news.
In the afternoon, Sofia discusses with her friends about her assignment. They believe that it would be great if there was a short video that would represent the best moments of the Awards. So, they decide that they could create one by themselves. They search the internet for some footage and they use their hand-held devices along with some on live services to edit the scenes. After a view minutes they have the first draft of their video and they upload it to a server. The next day, they check back for any comments from the community. There are some comments and even a new version of the video. The new video has better audio and includes narration, but unfortunately some parts of the new video are misleading and needs editing.

Sofia wants to invite her friends for dinner, but she hasn’t got any time to go to the grocery shop. So she uses her mobile phone to connect to her refrigerator. There she can inspect what comestibles she has and then she can decide what she can cook (or even she can order the ingredients that she is going to need).
In the way home, Sofia saw that in the nearby park the swings are broken. She took some photos of the park and wrote a post at the city’s official blog. The next few days, more and more residents are taking part in that thread by expressing their opinion. In a few days the swings are fixed.
While Sofia was cooking she received an automated emergency message from her grandmother’s phone. She immediately calls her to check if she is ok. Thankfully her grandmother was fine; she has just dropped her mobile phone into the sink.
	PCs and laptops are no longer the main gateway to the Internet. Hand-held devices, like smart-phones, are the primary method of enjoying the full Internet experience at any time. These devices are very personal, location- and context-aware and provide Internet access from anywhere on the globe.

Focus has shifted from storing information to handling information. No one needs to really memorize the facts as they are readily available via the mobile device. We focus on methods of learning, methods of combining information, and methods of extracting results. Search engines gain an even larger influence on what we perceive.

Network applications and services are exposing interfaces for use by third parties. Users are exploiting and combining these services to create their own high quality content. Content publication and sharing to a worldwide community and market is possible without the need of brokers. Users can easily find new content and use it as source for new creations. Creations are becoming communal.

The controversy of the resources often makes difficult for the user to decide which source is acceptable. Since it is much easier to offer information and produce content via the Internet than via classic publishing ways, filtering and rating of this information becomes more important if the Internet is the primary source of information.

With the advent of ubiquitous cheap (or free) wired and wireless broadband access, all devices are now Internet nodes. This includes sophisticated devices like computers, televisions and stereos, more simple devices like refrigerators and washing machines, embedded home devices like air-conditioning, heating, lighting, alarm etc., means of transport like cars, buses and trains as well as objects that would ordinarily be considered as non-networked. In the last category are devices like pet collars (that monitor our beloved pets) or even implants like pacemakers that are wirelessly monitored. We can control all these devices in an integrated way, but more importantly, they can communicate with each other and come up with smart decisions that make our life easier.
Local communities can press for solutions to their problems by presenting them and expressing their opinions to the world-wide public. Their isolation is reduced as their voice is heard.

Anyone can express their opinion and their attestation for a fact. This leads to the decentralization of news reporting, forming of opinions etc.

Mobile devices are integrated with health monitoring equipment. As such, we can now have real-time and targeted care-giving and health-monitoring of patients or the elderly via their personal mobile device.

Mobile devices also offer personalized health-care services, including access to personal health record and dietary information as well as alerts for required medication, support from patient communities, etc.


	
	Scenario
	Functional Description

	BUS-INC 
	Workers for some jobs are more efficient and perform better, because they are at a location of their choosing when they work (for example, at home, at a cafeteria etc.)

People control time more efficiently by taking care of work issues from their mobile device while performing other time-consuming, personal tasks that require their presence somewhere else. However, the quality of work performed in such a fashion is sometimes worse.

Mobile operators gain more power as they are integrated transparently into the value chain of many more products for Internet access (in the same way that Amazon’s Kindle bundles transparently a SIM card and subscription for wireless access to Wikipedia and news). The user is not aware (or interested) that his/her new device has this connectivity; it’s just a service that the device provides. For example, cameras transparently connect, share and manage content on web.

Uses create new network services on their mobile phones, either by combining existing services or by creating completely original ones.

People are sometimes forced to be on standby for work related issues, sacrificing personal time for work.

Mobile devices include environmental sensors and are subscribed in monitoring networks (where participation is voluntary). These networks aggregate measurements from various users and offer consolidated information and predictions to all subscribers. There is better environmental monitoring and increased environmental awareness.

Public transport becomes much more convenient as the mobile device provides real-time context aware information, improving the environmental footprint of transportation services.

Users create and publish (or sell) content to global markets on their own. Intermediaries are no longer needed.

Royalty-free content production/consumption tools are being developed due to scale of producers.

Intellectual Property is not clear, e.g. mash-ups. Users are modifying and combining existing content to deliver new one and ownership problems arise. Property acquires (or needs to acquire) an international sense in order to have meaning.

New requirements for common standards in devices

The connectivity of all devices enables better resource management, e.g., by being able to turn on and off in coordination, on demand and from everywhere.
	PCs and laptops are no longer the main gateway to the Internet. Hand-held devices, like smart-phones, are the primary method of enjoying the full Internet experience at any time. These devices are very personal, location- and context-aware and provide Internet access from anywhere on the globe.

Network applications and services are exposing interfaces for use by third parties. Users are exploiting and combining these services to create their own high quality content. Content publication and sharing to a worldwide community and market is possible without the need of brokers. Users can easily find new content and use it as source for new creations. Creations are becoming communal.

With the advent of ubiquitous cheap (or free) wired and wireless broadband access, all devices are now Internet nodes. This includes sophisticated devices like computers, televisions and stereos, more simple devices like refrigerators and washing machines, embedded home devices like air-conditioning, heating, lighting, alarm etc., means of transport like cars, buses and trains as well as objects that would ordinarily be considered as non-networked. In the last category are devices like pet collars (that monitor our beloved pets) or even implants like pacemakers that are wirelessly monitored. We can control all these devices in an integrated way, but more importantly, they can communicate with each other and come up with smart decisions that make our life easier.




1.2 Incremental Research Topics
· Mobile Access
· Trust of a mobile device for health-care.

· Mobile device networks for environmental monitoring and prediction.

· Mobile service creation tools, service provision, content discovery, etc.

· Mobile to (remote) mobile connection: identification, access and content sharing.

· Content

· How can context-based information be distributed in an efficient way?

· New mechanisms which will allow the collaboration among users.

· New personalization algorithms that could highlight the most appropriate for the user content.

· Confirmation algorithms that will help the user to certify and evaluate the content.
· All devices

· Green IT using IPv6
2 Visionary Scenarios

· There are many Internets
· From the "internet of things" to the "internet of people"
	
	Scenario
	Functional Description

	CIT-VIS 
	The quality of education depends on the Internets one has access to. Information may be limited to some networks, making it difficult for users of other Internets to reach it
Healthcare-oriented internet keeps medical data secluded in a walled-garden fashion.

The user groups of different, non-interconnected networks may also be separated more and more socially. Social networks will have to overcome the challenge of network boundaries. The current scissor between rich and poor might find its equivalent in users of Internets with better service that are more expensive, and ‘best effort’ networks that are affordable to more people.

New social divide based on the type of internet someone has (or can afford) access to.

All education records are digitized. Extended records are stored beyond classical education, including software driving license, life-long training programmes, etc.

RFID-implant-based systems render health-related processes more efficient (process flow within hospitals, storage of medical records, registering medicines, etc.) thus contributing to reduce the national expenditure of health care costs

RFID implants enable (unprecedented) medical help to people in critical situations. Examples include vital information on injured people in accidents, identification of people with Alzheimer or severe senility, people in coma, acceleration of transplants of organs, etc.

The interaction of the internet of things and the internet of people enables location based services that are linked to a social network based service (e.g. a user can activate (or deactivate) the following search service: “hello I am here, are any of my Facebook friends around?” or “I am in a industrial fair and would like to meet my LinkedIn professional contacts”)

Given that geographical tracking can be activated, users establish a personal "carbon footprint" record (e.g. I have taken the bus in the morning, the car in the afternoon, and the bicycle in the evening).
	Many corporations and governments have created their own version of the Internet and most compete against each other. Some of these Internets are interoperable, while others are isolated by design and their users are secluded. Division is mostly at the service level. The landscape is volatile, roughly under market trends, government restrictions and user desires.
The systematic tagging of living beings, mostly animals, with RFID-chips began in at the beginning of this millennium. By the year 2020, technology has achieved high level of robustness; that privacy-ensuring measures are reliable; the legislator has introduced efficient regulatory measures in place, and ethical concerns have become less prominent. Personal tags have thus become commonplace; numerous useful services are available facilitating everybody's physical and online life. Services are manifold and adaptable; users can switch on and off the implanted RFID tag and activate different security levels.


	
	Scenario
	Functional Description

	BUS-VIS
	A high level of competition leads to the relatively fast transition between networking technologies and an increased economical edge to technology leaders. The days of fighting the technology inertia of the core of the one Internet are over. Still, building a new network requires substantial investment, so that cooperation between Internets is feasible.

Internets specifically designed for a small number of services work more efficiently than an all-purpose Internet. The usage of services can be accounted for in a simpler fashion, since different networks are used. Networks created and supervised by governments that do not interoperate with other governments’ networks mean a (temporary?) revival of separated economy areas, similar to customs borders
Savings (practically) for any services, requiring identification and/or authentication by accelerating transactions. The economical impact is enormous even if it might have replaced only a fraction of services that are currently making use of tokens or biometrics. 

Quicker and easier passing through border controls.
	Many corporations and governments have created their own version of the Internet and most compete against each other. Some of these Internets are interoperable, while others are isolated by design and their users are secluded. Division is mostly at the service level. The landscape is volatile, roughly under market trends, government restrictions and user desires.


1.3 Incremental Research Topics
· Many Internets
· Interoperability of different network architectures e.g., by abstraction and logical networks
· Things to People

· Privacy-enhancing technologies. 

· User-friendly (cryptographic) user-controlled protection measures
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